**Государственные закупки в сфере информационных технологий: актуальные правовые риски в контексте удорожания цифровых решений**

Несмотря на шаги государства навстречу ИТ-отрасли и гибкий подход к решению проблем, действия правоохранителей по-прежнему носят архаичный характер, а специфика расследования обстоятельств выполнения работ по государственным контрактам ограничивается в большинстве случаев разве что назначением компьютерно-технической экспертизы.

1. Компетентное формирование технического задания к государственному контракту: правовые риски общения между заказчиком и участником торгов до заключения государственного контракта. Возможно ли сформулировать качественное задание без привлечения отраслевых консультантов?

2. Неисполнимые государственные контракты в контексте Постановления Правительства РФ от 06.07.2015 № 676 «О требованиях к порядку создания, развития, ввода в эксплуатацию, эксплуатации и вывода из эксплуатации государственных информационных систем и дальнейшего хранения содержащейся в их базах данных информации».

 Можно ли исполнить государственный контракт, не нарушив требования? Существует ли возможность полноценной опытной эксплуатации, создаваемой для государства ИС? Как соотносится дальнейшее развитие окружения информационной системы со сроками исполнениями государственного контракта?

3. Завышение цены государственного контракта или удорожание цифровых решений. Нарушение антимонопольных правил или мошенничество?

4. Риски исполнения госконтрактов на доработку и сопровождение ПО.

5. Проблемы оформления исключительных прав на результаты интеллектуальной деятельности, созданные в ходе исполнения государственного контракта. Ненадлежащая передача прав – взгляд правоохранителей.

6. Конфискация программного обеспечения и средств разработки как способ возмещения ущерба.

7. «А судьи кто?» Значение экспертизы выполненных работ по госконтракту в уголовном дел

8. Как снизить риски. Поможет ли методичка / рекомендации или иной механизм?